1. Select "Start">"Control Panel">"Network and internet";

2. Select "Network and Sharing Center" and then next "Setup a New connection or Network";

3. Select "Manually connect to a wireless network";
4. On the manual configuration screen fill in the blanks as shown below:

- Network name: eduroam;
- Security type: WPA2-Enterprise;
- Encryption type: AES
  (Note: if the option WPA2-Enterprise is not available, select WPA-Enterprise)
- Select “Start this connection automatically” Click on the “Next” button;
- Select “Change connection settings”;

Successfully added eduroam

Change connection settings
Open the connection properties so that I can change the settings.
5. In the "Wireless Network Properties" window click on the “Connection” tab:
   - Select “Connect automatically when this network is in range”;
   - Select “Connect to a more preferred network if available”;
   - Select “Connect even if the network is not broadcasting its name (SSID)”.  

6. In the "Security" tab select “Microsoft: Protected EAP (PEAP)”;  

7. Click on the “Settings” button to open the “Protected EAP Properties” window:
   - Select “Validate server certificates”;  
   - In “Trusted Root Certification Authorities” select the “AddTrust External CA Root”;  
   - Select “Enable Fast Reconnect”;  
   - On the EAP-MSCHAP secured password option, click on the “Configure” button;
8. Uncheck the option “Automatically use my Windows logon name and password (and domain if any), then click “OK”;

9. On the “Advanced Settings” screen click on the “802.1X Settings” tab and select “Specify authentication mode”. From the pull-down menu select the “User Authentication” option then click “OK”.

10. Select “Save credentials” and set the credentials following the table below:

<table>
<thead>
<tr>
<th>Credentials</th>
<th>Username: [username_gomp]@unicas.it (*)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Student credentials</td>
<td>Password: the password used to log in GOMP portal</td>
</tr>
<tr>
<td>Technical and administrative staff/Teaching staff credentials</td>
<td>Username: [id_servizi_online_CASI]@unicas.it (i.e. <a href="mailto:1234567@unicas.it">1234567@unicas.it</a>)</td>
</tr>
<tr>
<td></td>
<td>Password: the password used to log into online services</td>
</tr>
</tbody>
</table>

(*) Ensure that: the username is complete with the domain "@unicas.it” (i.e. name.surname@unicas.it or student number@unicas.it), where: “name.surname” or “student number” is the username used to access the GOMP portal.

For the student who have the username GOMP “nome.cognomè” (i.e. mario.nicolò), use only student number as username.
Students and staff members who have not received a password will not be able to access to the service.

After the first configuration process, the connection parameters remain unchanged, even if users try to access to the Eduroam wifi network while visiting another participating institution.