CONNECTING TO THE UNIVERSITY OF CASSINO WIRELESS NETWORK: EDUROAM USING MAC OS-X Yosemite 10.10.1

1. Enable the wireless card and connect to the network;

2. Click on the wireless card icon and select “eduroam”;

3. Enter personal credentials following the table below. Keep the “Automatic” selection in the field “Mode” and click on the “Join” button;

| Student credentials | Username:[username_gomp]@unicas.it (*)
<table>
<thead>
<tr>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Password: the password used to log in GOMP portal</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Technical and administrative staff/Teaching staff credentials</th>
<th>Username:[id_servizi_online_CASI]@unicas.it (i.e. <a href="mailto:1234567@unicas.it">1234567@unicas.it</a>)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Password: the password used to log into online services</td>
</tr>
</tbody>
</table>

(*) Ensure that: the username is complete with the domain "@unicas.it" (i.e. name.surname@unicas.it or student number@unicas.it), where: "name.surname" or "student number" is the username used to access the GOMP portal.
For the student who have the username GOMP "nome.cognomè" (i.e. mario.nicolò), use only student number as username.

4. Accept the certificate and click on “Show certificate”;
5. Check the certificate: the correct setting is "AddTrust External CA Root", select "Always trust ‘aaa.unicas.it’", and then click on the “Next” button;

6. The device will now connect to the network and access to internet.
Select “Open Network Preferences” to check if the connection is active.

The connection “Status” is now “Connected” and Eduroam is showing as “Authenticated via PEAP (MSCHAPv2)”. 
Students and staff members who have not received a password will not be able to access to the service.

After the first configuration process, the connection parameters remain unchanged, even if users try to access to the Eduroam wifi network while visiting another participating institution.